**OBJECTIVE**

>>paragraph form that includes your background, what you’re looking for, and some of the qualifications that set you apart from the crowd. Pick and adapt 4-6 sentences below.

United States xxxxxxxxxx veteran with four years of experience identifying issues, troubleshooting, and maintaining electronic systems.

A results-oriented leader/technician/problem-solver/salesman/etc. and

Problem solver/critical thinker, and xxxx year xxxx veteran.

Looking for an amazing career as a Cyber Security Analyst in city, state.

Excited to utilize military background and training to protect digital systems.

Currently holds an Active Secret Security Clearance and working on CompTIA Security+.

This professional is committed to expanding their expertise in the rapidly evolving field of Cyber Security.

Experienced in technical troubleshooting and rapid problem solving.

Excellent communicator focused on competent customer service.

Highly skilled communicator focused on competent customer service.

Thrives in fast-paced, team driven environments, and able to deescalate stressful situations. Motivated leader who performs all tasks with a positive attitude, integrity, and top-notch troubleshooting skills.

**QUALIFICATIONS**

* Clearance
* Certification(s)
* Certification(s)
* Years experience
* Strong traits
* Optional
* Strong traits
* Strong traits
* Optional

**experience**

Date – Date **JOB TITLE, ORGANIZATION**

Job description here in paragraph form. What are a few things that you were responsible for in this role?

* Achievement (see below for ideas)
* Achievement (see below for ideas)
* Achievement (see below for ideas)

Date – Date **JOB TITLE, ORGANIZATION**

Job description here in paragraph form. What are a few things that you were responsible for in this role?

* Achievement (see below for ideas)
* Achievement (see below for ideas)
* Achievement (see below for ideas)

Date – Date **JOB TITLE, ORGANIZATION**

Job description here in paragraph form. What are a few things that you were responsible for in this role?

* Achievement (see below for ideas)
* Achievement (see below for ideas)
* Achievement (see below for ideas)

Date – Date **JOB TITLE, ORGANIZATION**

Job description here in paragraph form. What are a few things that you were responsible for in this role?

* Achievement (see below for ideas)
* Achievement (see below for ideas)
* Achievement (see below for ideas)

**Education and certifications**

Date Awarded, **CERTIFICATION, ORGANIZATION**

Job description here in paragraph form. What are a few things that you were responsible for in this role?

* Achievement (see below for ideas)
* Achievement (see below for ideas)
* Achievement (see below for ideas)

February 2023, **Security+, COMPTIA**

Job description here in paragraph form. What are a few things that you were responsible for in this role?

* Achievement (see below for ideas)
* Achievement (see below for ideas)
* Achievement (see below for ideas)

Date Awarded, **DEGREE, MAJOR, UNIVERSITY**

Job description here in paragraph form. What are a few things that you were responsible for in this role?

* Achievement (see below for ideas)
* Achievement (see below for ideas)
* Achievement (see below for ideas)

Date Awarded, **DEGREE, MAJOR, UNIVERSITY**

Job description here in paragraph form. What are a few things that you were responsible for in this role?

* Achievement (see below for ideas)
* Achievement (see below for ideas)
* Achievement (see below for ideas)

**skills**

* Anything that isn’t called out somewhere else
* Linux server administration
* Windows Server Administration
* VMware
* Network Administration
* Systems Administration
* Adaptable
* Artistic
* Assertive
* Collaborative
* Connector
* Cooperative
* Creative
* Detail-oriented
* Driven
* Enthusiastic
* Focused
* Independent
* Methodical
* Operationally-focused
* Patient
* People-oriented
* Proactive
* Results-driven
* Self-motivated
* Team-oriented
* Trustworthy
* Etc.
* Etc

**Activities or volunteer activities** (optional)

7 Eagle Group, Amherst, MA (Remote)**Sales Development Representative** December 2022- Present • Demonstrated extreme professionalism while taking a prospect through the Sandler sales submarine • Provided excellent written and oral communication to provide complete transparency to the prospect • Used Hubspot to get familiarization with a CRM

ViPR-SOC, location (remote)

**Security Apprentice** December 2022- Present---VIPR-SOC mission/what they do-----------

* Engage in and contribute to daily conferences on information technology sales and business analytics, resume building, and interviewing as part of career and business development strategies.
* Develop and hone real-time Threat Detection, ViPR-SOC on-the-job-training strategies for Cyber Security operations, Vulnerability Management, Malware Assessments, and Indicators of Compromise (I.O.C.) Extractions, Network Security, and Targeted Cyber Threat Intelligence Investigations.
* Train and master IT support relating to private sector workforce environments, including familiarization with Cloud security in enterprise operations.
* Develop and continue mastering practical experiences in implementing the latest CyberSecurity solutions, including troubleshooting, diagnosing, and resolving I.T. issues through remote environments.
* Protect stakeholder interests through understanding and maintaining knowledge of applicable laws and policies.

FOUR18 Intelligence Corp.

Externship (Remote)

* - Led team of cloud security interns through weekly task deliverables aimed to enhance knowledge skills and abilities in the cloud security field
- Delivered weekly virtual stand-up presentations to cloud security industry-mentors (subject matter experts)
- Gained understanding of cloud technology terminology, governance, models, the NIST Risk Management Framework for Cloud, and able to articulate its six major categories
 - Evaluated cloud security alternatives
 - Identified methodologies and actions for implementing cloud technology/security
 - Formulated and presented cloud technology solutions
 - Gained cloud security experience and risk management experience
 - Developed soft skills (communication, listening, presentation, critical thinking, team work)
 - Earned cloud security credential recognized by the U.S. Department of Labor, iQ4, and Cybersecurity Workforce Alliance (CWA).

- Completing a cloud security risks and controls credential program of iQ4 and the Cybersecurity Workforce Alliance (CWA) sponsored by the U.S. Department of Labor.

- Developing hands-on cyber analyst skills in Open Source Intelligence and vulnerabilities analysis, online investigations and present-day phishing and malicious website threats.

========================================================================

- Led xx technicians; managed/prioritizes execution of daily operations & maintenance of \_\_\_\_\_\_\_\_\_\_\_

- Provided IT system fault isolation/troubleshooting solutions; supported xx clients

- Maintained data security to update number of computer systems using remote access, script & software patch reporting tools

- Coordinated support and maintenance for networks, which ensured compliance/security/up-time for \_\_\_\_\_\_\_\_

- Installed and configured software, applied patches and updates to ensure compliance with service standards/industry best practices /so what

- Migrated $xx network/x.x terabytes data/xx accounts/xx systems—enabled something/ so what?

- Modernized computer systems; secured and installed patches on xxx systems, slashed xxx vulnerabilities

- Honchoed webmail fix; coordinated/solidified procedures/restored xxx email--supported \_\_\_\_\_ for \_\_\_\_\_\_\_ missions

- Supported xxxx COMSEC program; certified xx crypto units/zero findings on inspections--supported xx something

- Provided IT support for \_\_\_\_\_\_\_\_; created xx accounts/ solved xx tickets--enabled \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

- Organized \_\_\_\_\_\_\_\_ outage response; developed solution/delivered \_\_\_\_\_--enabled fix for xx accounts across xx sites

- Guided iPhone upgrades; trained xx on xx tasks/readied xx devices/x VIPs--encrypted reach-back for xxx worldwide users

- Led 3-person team; installed network ports/printer/mobile device--enhanced comms for\_\_\_\_\_\_\_\_\_

- Directed finance/medical/engineering/operations system repair; restored configuration and automated process--sustained / supported/ etc. \_\_\_\_\_\_\_\_\_\_\_\_

- Helped implement money/system upgrade; modernized number systems/users--hardened IT attack surface/xx days/weeks/months ahead of sch

- Overhauled workcenter; led xxx xx project/resolved xxxx trouble tickets/ errors / issues /certified xx technicians

- Developing and implementing a suite of software applications that decreased user error and improved efficiency for \_\_\_\_\_\_\_\_\_\_ or in order to \_\_\_\_ (add impact/so what)

- Interfacing with customer service and technical support teams to provide customer service and troubleshooting for \_\_\_\_\_\_\_\_\_\_ or in order to \_\_\_\_ (add impact/so what)

- Configuring xxx systems according to customer needs and resolving technical issues for xxx systems, securing data for xxxx users

- Creating algorithms and scripts to manage, analyze, and modify customer systems to \_\_\_\_\_\_\_\_\_\_

- Utilizing software development, testing, and debugging skills to support software and hardware development initiatives (Be more specific, use an example to enhance this bullet)

- Establishing secure backups, protocols and user authentication systems to guarantee safe and reliable access (for xxxxx systems/xxxx users/xxx servers/etc)

- Designing and building solutions to defend networks and identities from sophisticated threats (add impact/so what)

- Utilizing knowledge of cyber security risks to stay ahead of threats to protect networks from attacks (add numbers/data/impact/so what)

- Automating audit scripts to identify and remediate suspected data exfiltration attempts (add impact/so what)

- Collaborating with xxx stakeholders to provide effective solutions and solutions for xxxTB data and xxxx system protection (add impact/so what)